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Cloudnetの仕組み
Cloudnetのホームページにアクセスします。URLは以下の通りです。

https://oasiscloud.h3c.com/
最初に表示言語を日本語(jp)を選択します。

②

①

https://oasiscloud.h3c.com/
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Cloudnetの仕組み

ネットワーク>ブランチ>サイトの順で指定したサイトへ装置を追加します

手順1:装置を指定したサイトへ登録します。
必要な情報はデバイス名、シリアル番号
です。

①

② ④

③

②

⑤
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Cloudnetの仕組み

Cloudnetの装置データベースには以下のような情報が登録されます

ブランチ サイト シリアル番号 デバイス名 オンライン状態 IPアドレス

B社案件 東京本社 219801A1QH9204Q0000X S5024PV3 オフライン 不明
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Cloudnetの仕組み

手順2:装置側では、DHCPなどによりインターネットに到達できるIPアドレス、マスク、ゲートウェイ、DNSサーバーの
アドレスなどが割り当てられる環境にします。

手順3: 装置のコンフィグに装置からCloudnetにhttpsでアクセスするためのコマンドを追加します。
[H3C] cloud-management server domain cloudnet.h3c.com

このCloudnetのドメインcloudnet.h3c.comのアドレスはDNSにより解決されます。

手順4: 以上の手順2,3が整っていれば、 装置はhttpsにてCloudnetへのアクセスを開始します。このパケット
には装置のシリアル番号が含まれています。Cloudnetがこのパケットを受信すると、シリアル番号
から装置データベースを探し、該当するものがあれば、オンライン状態をオンラインに変更し、発信元
のIPアドレスをIPアドレス項目へ登録します。

Cloudnetで管理される装置

https://oasiscloud.h3c.com

Cloudnetと装置の通信は
装置側から開始されます。

https(TLSv1.2)

シリアル番号:219801A1QH9204Q0000X
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Cloudnetの仕組み
Cloudnetの装置データベースには取得した情報が反映されます

ブランチ サイト シリアル番号 デバイス名 オンライン状態 IPアドレス

B社案件 東京本社 219801A1QH9204Q0000X S5024PV3 オンライン 発信元のIPアドレス

オンライン

手順5: Cloudnetから装置のコンフィグを取得し、装置のポートの状態、トラフィックの状態、統計情報なども取得
しCloudnet上に表示します。Cloudnetから装置へのポーリングは定期的に行われます。

補足: Cloudnetから装置の情報を取得するのはhttpsで暗号化されたネイティブのコマンドにより行われます。
装置が別のセグメントに移設された場合も、Cloudnetにアクセスをした際に、Cloudnetは以前の発信元
IPアドレスとは異なるIPアドレスなので、データベースには新たなIPアドレスを上書きします。
Cloudnetはネットワークアクセス障害およびWLAN環境の問題については、５分間隔、その他の問題は
１０分間隔で装置から統計を収集します。
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Cloudnet環境 –ゲストアカウントを体験
Cloudnetのホームページにアクセスします。URLは以下の通りです。

https://oasiscloud.h3c.com/
最初に表示言語を日本語(jp)を選択します。次に最初の画面の右下のゲスト用をクリック。

②

①

https://oasiscloud.h3c.com/
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Cloudnet環境 –ゲストアカウントを体験
ログインするとダッシュボードが表示されますので、サイトをクリックします。

←クリック
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Cloudnet環境 –ゲストアカウントを体験
サイトの画面のスクロールダウンすると次ページのトポロジー図が現れます。

スクロールダウン
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Cloudnet環境 –ゲストアカウントを体験
トポロジー図は自動的に作画されます(各装置でLLDPを有効にしている必要があります)。
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Cloudnet環境 –ゲストアカウントを体験
サイトに登録されている中からスイッチをクリックし、現れた一覧からデバイス名をクリックします。
右端に現れた概要から詳細をクリックすると次ページの詳細ページが現れます。

①

②

③
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Cloudnet環境 –ゲストアカウントを体験
パネル情報の下の概要、インタフェース管理、VLAN、リンク集約、ポート分離、などをクリックす
るとそれらに関する設定を変更することができます(本デモサイトでは許可されていません)

←いずれかのタブをクリック
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Cloudnet環境 –ゲストアカウントを体験
パネル情報の下の概要、インタフェース管理、VLAN、リンク集約、ポート分離、などをクリックす
るとそれらに関する設定を変更することができます(本デモサイトでは許可されていません)

←変更したい項目をクリック
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Cloudnet環境 –ゲストアカウントを体験
ネットワークタブは装置の設定に関するメニューが用意されていて、スマートO&Mでは装置の稼
働状況を監視、表示することができます。

スマートO&Mをクリック
詳しくはH3C Cloudnet Smart O&Mユーザーガイド
を参照してください

https://knowledge-jp.h3c.com/TechDoc/details/297
https://knowledge-jp.h3c.com/TechDoc/details/297
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Cloudnet環境 –はじめに
Cloudnet(旧名称：Oasis)はクラウドのH3C製品管理プラットフォームです。これは始め
るのが簡単で、かつ機能は豊富です。

1.装置がインターネットにアクセスできて、DNSの名前解決ができること(固定IPでアクセスポイントを管理
する場合はDNSの設定(例えば[H3C]dns server 8.8.8.8)などを忘れずに)

2.firewallで通常は以下のポートがオープンであること
• ログイン、認証用ポート

TCP 80
TCP 443

• Cloudnet通信用ポート
TCP 19443

• NTPサーバー用ポート
UDP 123

2.装置のシリアル番号が分かっている(<H3C>display device manuinfoコマンドで表示 )

3.装置には予め以下のコマンドを投入してあること
[H3C]cloud-management server domain cloudnet.h3c.com

4.Cloudnetにログインアカウントを作成し、ログインして装置を登録、管理を行います。
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Cloudnet環境 –はじめに
Cloudnetで使われるポートは厳密には以下のようなものが使われますので、
あらかじめ確認してください。
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Cloudnet環境 –再確認
アクセスポイントのVLAN 1に固定IPアドレスを割り当てる場合の例：
例えば
AＰのVLAN 1に割り当てるIPアドレス：10.0.1.20 255.255.255.0

デフォルトゲートウェイ： 10.0.1.253

DNS: 8.8.8.8

<H3C>sys
<H3C>system-view
System View: return to User View with Ctrl+Z.
[H3C]interface Vlan-interface 1
[H3C-Vlan-interface1]undo ip address
[H3C-Vlan-interface1]undo ipv6 address auto
[H3C-Vlan-interface1]undo ipv6 address dhcp-alloc
[H3C-Vlan-interface1]ip address 10.0.1.20 24
[H3C-Vlan-interface1]quit
[H3C]ip route-static 0.0.0.0 0 10.0.1.253
[H3C]dns server 8.8.8.8
[H3C]cloud-management server domain cloudnet.h3c.com
[H3C]quit
<H3C>
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Cloudnet環境 –新規アカウントを作成
最初の画面の右下の新規登録をクリック。登録画面から管理する方のメールアドレスを入力します。

https://oasiscloud.h3c.com/

登録したアドレスに確認のメールが届き、確認するとアカウントが有効になります
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Cloudnet環境 –作成したアカウントでログイン
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東京本社 大阪支社札幌ロビー 釧路札幌

SI会社

A社案件 B社案件

ルート

ブランチ

サイト

機器登録場所

サイト ブランチ サイトサイト サイト

ブランチ ブランチA社管理者(サブアカウント)

SI管理者(テナントアカウント)

本社管理者(サブアカウント)

B社管理者(サブアカウント)

CloudAPCloudAP

無線コントローラ

エリア1(複数のAP)

CloudAP

テナントのルートの配下にブランチは1000まで作成できます。1つのブランチの配下に更にブランチを最大5レベル
まで作成できます。
CloudAPの設定はサイト毎に有効。そのため、ロビーのCloudAPが他のCloudAPと異なる設定を必要とする場合、
ロビーというサイトを作成し、そのサイト固有の設定を行う。
同一サイト内で特に重要なFIT APやCloudAPをエリアにグルーピングして、エリア管理をする。

エリア2(複数のAP)
FITAP FITAP

品川支社銀座支社

ブランチブランチ

品川事務所銀座事務所

サイトサイト

CloudAPCloudAPCloudAPCloudAP

Cloudnet環境 – アカウントとブランチ、サイト、エリア

CloudAP

FITAP
※サイト内のCloudAPは同一機種、
同一バージョンでないとコンフィグが矛盾

エリア3(複数のAP)
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Cloudnet環境 – テナントにブランチの追加
ルートのブランチSI会社にA社案件とB社案件のブランチを追加します

①

⑤

④

② ③
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Cloudnet環境 – ブランチにサイトの追加
ブランチA社案件にサイト函館、札幌、釧路を追加します

①

② ③
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Cloudnet環境 –サイト名、連絡先、サイト概要など
ブランチA社案件にサイト函館、札幌、釧路を追加します

①

②

③



2626

Cloudnet環境 –サイトを地図上で示す

④

⑥

⑤
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Cloudnet環境 –サイトの追加が完了

①

②
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Cloudnet環境 –サブアカウントの追加

最上位のアカウントはテナントのアカウントです

①

②

③
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•Discretionary Account (フルオーソリティアカウント)：

テナントと同じ管理者権限を持ち、引き続きサブアカウント
を作成できます。

•Read only Account (監視アカウント)：主にネットワーク

監視用で、構成管理権限がないのと、サブアカウントの作
成ができません。

Cloudnet環境 –サブアカウントの追加

A社管理者、役割、管理者のメールアドレス、連絡先などを指定

中国の携帯電話番号も日本と同じく11桁。最初
の2桁は「13」「15」「18」のいずれかで始まります。
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Cloudnet環境 –サブアカウントの追加

サブアカウントの追加が完了 この管理者の管理権限の及ぶサイトを指定する
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Cloudnet環境 –サイトの管理

a_corporationというユーザーにはDiscretionary Account 権限を与え
ましたので、函館、札幌、釧路のサイトの管理権限を与えました



3232

Cloudnet環境 –サイトの管理
同じようにb_orporationといいうサブアカウントを作成して、本社、大阪支社

サイトの管理者に指名しました
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Cloudnet環境 –サイトの管理
同じようにtokyohqといいうサブアカウントを作成して、本社サイトのみの

管理者に指名しました
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Cloudnet環境 –サイトの管理
a_corporationのサイトへログイン
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Cloudnet環境 –サイトの管理
管理範囲のサイトのみが表示されます
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Cloudnet環境 –サイトの管理
A社サイトの管理者のみ表示されます
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Cloudnet環境 –サイトの管理
b_corporationのサイトへログイン
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Cloudnet環境 –サイトの管理
B社サイトの管理者のみ表示されます(東京本社専用のアカウントも作成)
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Cloudnet環境 – アカウントの削除

アカウントの削除 –理由
・テストのために作成したアカウントが不要になった
・アカウント名を変更したい場合 -例えば、思い付きで作成したアカウント名が不評

(アカウント名は変更できないため、別のアカウントを作成する必要があります)

アカウントの削除の影響
・既に登録した装置の登録が解除される(Cloudnet上で装置の存在が削除される)
従って、別のアカウント名で作成したサイトには再度登録する必要があります

不要になったアカウントを削除しないで残したままにしておく弊害

・アカウントの管理者情報としてのメールアドレスがありますが、新たにアカウン
トを作成する際に、同じメールアドレスは使用できません(登録済みのエラー)

パスワードを忘れてログインできないとアカウントを削除できません

・アカウントを削除するには弊社テクニカルサポートにアカウント名、アカウントの
メールアドレスなどを連絡頂ければ、本社Cloudnet部門にお願いして実施します
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Cloudnet環境 – アカウントの削除

①

②

③

④

⑤

アカウントのパスワード変更、削除(アカウントをキャンセル)、メールアドレス変更
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Cloudnet環境 – テナントアカウントによる操作

①

②

③

④

テナントアカウント(例ではSI会社)でサブアカウントのパスワード変更
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Cloudnet環境 – テナントアカウントによる操作

①
②
③

テナントアカウント(例ではSI会社)でサブアカウントのパスワード変更

テナントアカウントのパスワード

④
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Cloudnet環境 –装置をCloudnetに登録
詳細は“H3C_Cloud管理AP設定ガイド“をご覧ください。

ネットワーク > デバイス > デバイス追加

①

②

③

Cloudnetには装置のシリアル番号をキーとして登録します

IPアドレスは装置からCloudnetにアクセスに来た時点のIPアドレ
スが最新として登録され、IPアドレスが変更されても、装置から
Cloudnetにアクセスしに来たIPアドレスと登録されているものを比

較し、異なれば更新しますので、管理者は一度登録すれば、装置
のIPアドレスの変更に関わる操作は必要はありません。

https://h3cgroup-my.sharepoint.com/:b:/g/personal/gw_koshiromasahiro_h3c_com/EekAZvtqs3ROnfh0ByH8UhkBJvcpm6SMjT1kwrdMS6q2sA?e=JZBXxb
https://knowledge-jp.h3c.com/TechDoc/details/175
https://knowledge-jp.h3c.com/TechDoc/details/175
https://knowledge-jp.h3c.com/TechDoc/details/175
https://knowledge-jp.h3c.com/TechDoc/details/175
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Cloudnet環境 – 装置をCloudnetに登録

※登録後リフレッシュを何回かクリックすると、装置がCloudnet
につながると状態が緑になります。ならない場合、
「 09 装置がCloudnetにつながらない？」を参照してください
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Cloudnet環境 – 別のサイトに既に登録されていた

追加ボタンを押したころ、既に登録されているという以下のエラーメッ
セージが表示された。登録の解除はテナント特権のみで可能。
The device already exists. Please contact the super account to obtain 
the device management privileges.
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Cloudnet環境 – 別のサイトに既に登録されていた

②

①

③

デバイスのバインド解除メニューから装置の解除コードを取得

注意：この既に登録されている装置の解除操作は
テナントアカウントでのみ可能
（サブアカウントでは許可されません）
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Cloudnet環境 – 別のサイトに既に登録されていた

①

②

②のコピーコマンドをクリックすると装置の解除コマンドがコピーされる
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<AP>dis dev man
DEVICE_NAME:WA6320-JP
DEVICE_SERIAL_NUMBER:219801A2YF821BE000Y3
MAC_ADDRESS:00DD-B6B1-8F40
MANUFACTURING_DATE:2021-11-13
VENDOR_NAME:H3C

<AP>sys
System View: return to User View with Ctrl+Z.
[AP]cloud-management unbinding-code qz4Q7JGdWJ311743

Cloudnet環境 – 別のサイトに既に登録されていた
装置のコンソールでコピーされたコマンドを張り付けて実行します
以下のCloud-managementコマンドがCloud管理解除コマンドの例です
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Cloudnet環境 – 別のサイトに既に登録されていた
ブラウザをリフレッシュすると解除状態が解除成功となります。
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Cloudnet環境 – 別のサイトに既に登録されていた

①
③

④

再度登録を試す
と、登録が成功
します。

②
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登録が完了したらサイトのタイムゾーンを設定
ネットワーク > サイト > タイムゾーンの設定でOsaka,Sapporo, Tokyo

①

② ③

④
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機器コンフィグの自動バックアップ
ネットワーク > システム > サービススイッチ

①

② ④

⑤

③
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CloudAPのコンフィグの自動バックアップ

ネットワーク > システム > サービススイッチ

①

②

④

③
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コンフィグの自動バックアップからリストア
ネットワーク > メンテナンス > コンフィグの復元

①

②

③ ④

⑤
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一時アカウント(例えばH3Cのサポートが利用)

ネットワーク > サブアカウント > 一時アカウント > 追加

①

②

③

④

⑤
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一時アカウント(例えばH3Cのサポートが利用)

ネットワーク > サブアカウント > 一時アカウント > 追加

URLをコピーしてブラウザに貼り付けると
ログイン後のページが現れます。

①

② ③
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Cloudnet環境 – スタック(IRF)装置をCloudnetに登録

ネットワーク > デバイス > デバイス追加

①
②

③

※IRF(スタック)装置の場合、グループを
作成して構成する機器全てを登録します。
先ずはマスターを登録。

④
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ネットワーク > デバイス > デバイス追加

①

②

③

Cloudnet環境 – スタック(IRF)装置をCloudnetに登録
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ネットワーク > デバイス > デバイス追加

Cloudnet環境 – スタック(IRF)装置をCloudnetに登録
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Cloudnet環境 – スタック(IRF)装置をCloudnetに登録

ネットワーク > デバイス > デバイス追加

①
②

③

※次にバックアップ機器を追加で登録
します。

④
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ネットワーク > デバイス >デバイス名をクリック > 詳細

Cloudnet環境 – スタック(IRF)装置をCloudnetに登録

それぞれのスタックは
このように切り替えます
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ネットワーク > デバイス

Slot１

Cloudnet環境 – スタック(IRF)装置をCloudnetに登録

自動リフレッシュを開始した後，1時間以内に
スイッチパネルの概略図のポート状態を5分
ごとに自動リフレッシュする
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ネットワーク > デバイス

Cloudnet環境 – スタック(IRF)装置をCloudnetに登録

Slot2
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実際の装置のシリアル番号とCloudnetで管理のために変換されたシリアル番号は異なります

<H3C>dis dev man
Slot 1 CPU 0:
DEVICE_NAME          : S5560X-34S-EI
DEVICE_SERIAL_NUMBER : 210235A3MNM18AA00002
MAC_ADDRESS          : 441A-FAC6-9E56
MANUFACTURING_DATE   : 2018-10-24
VENDOR_NAME          : H3C

Slot 2 CPU 0:
DEVICE_NAME          : S5560X-34S-EI
DEVICE_SERIAL_NUMBER : 210235A3MNM18AA0000D
MAC_ADDRESS          : 441A-FAC6-A1C6
MANUFACTURING_DATE   : 2018-10-22
VENDOR_NAME          : H3C

Cloudnet環境 – スタック(IRF)装置をCloudnetに登録
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Cloudnet環境 – スタック(IRF)装置のトポロジー
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無線コントローラへのアクセスポイントの初期登録

ケース1：ACに全てのAPを自動登録する場合

◼ AP自動登録のCLIコマンド
wlan auto-ap enable
wlan auto-persistent enable

◼ AP自動登録のGUI操作

手順1:ACにAPを自動登録するための設定をする

事前準備:ACに固定IPを設定をする

Cloudnetに登録するのは無線コントローラのみ

この機能により、APは手動でAPを設定すること
なくACに接続できます。

この機能は、自動 AP がオンラインになっ
た後に、自動 AP を手動 AP に自動的に
変換します。
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無線コントローラへのアクセスポイントの初期登録

手順2:APが起動するとIPアドレスが割り当てられていることを確実にします

方法1: APが接続されるセグメントのAP用のDHCPサーバーが用意されている
FIT APのデフォルトのIP設定はDHCPからIPを取得

方法2: 全てのAPをマニュアルでIPアドレスを割り当てる
interface Vlan-interface1
ip address IPアドレス サブネットマスク

補足: APは起動するとCAPWAPパケットをブロードキャストします。ACに認識される(CAPWAPトンネル
が確立)とACはAPがその機種に応じたファームウェアのバージョンであるかを判断して、APの現在の
ファームウェアが違うバージョンであれば、決められたバージョンのファームウェアをAPに送り付け、
再起動させます。その結果、全てのAPのファームウェアは同一バージョンになります。
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無線コントローラへのアクセスポイントの初期登録

ケース2：ACに全てのAPをマニュアルで登録する場合

事前準備1:ACに固定IPを設定をする

事前準備2:右図のようにExcelに登録
するAPの情報を入力しておきます。

◼ Cloudnet利用の場合
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手順:Cloudnetの場合、ACにAPを登録するためにExcelファイルをアップロードをする

無線コントローラへのアクセスポイントの初期登録

ケース：ACに全てのAPをマニュアルで登録する場合

◼ ACのGUIやCLIの場合

ACのGUIやCLIではこの

ような機能をサポートし
ていないので、Cloudnet

を利用していない場合
は、まず全てのAPを自

動で登録して、登録後
は自動機能を無効にし
ます。

その後、数台程度の追
加であればマニュアル
で1つ1つ追加してゆき
ます。
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ACの動作状況
モニタリング > AC > サマリー



7676

ACのAPサマリー
モニタリング > AC > APサマリー
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クライアントの端末統計
ネットワーク > クライアント > 端末統計 > クライアントサマリー
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クライアントの端末統計
ネットワーク > クライアント > 端末統計 > クライアントの詳細

このデータをExcelにエクスポート
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クライアントの端末統計
Excelにエクスポートして集計に役立てる(例えば、SSID毎1日のトラフィック合計)

上り合計 下り合計

SSIDでソート

総合計
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ACのCLIへにCloudnetからアクセス

①
③

②
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トポロジーマップ(LLDPを有効にする) 
Network > Sites 
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スイッチの健康度
ネットワーク > モニタリング > スイッチ
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スイッチの設定変更
ネットワーク > モニタリング > スイッチ

インタフェース管理 VLAN リンク集約 ポート分離 PoE アラームログ デバイスログ ツール
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スイッチのインタフェース一覧
ネットワーク > モニタリング > スイッチ
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スイッチのCPU/メモリー稼働状況表示
スマートO&M > ネットワーク > スイッチ
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スイッチのCLIコマンドにCloudnetからアクセス
スマートO&M > ネットワーク > スイッチ

①

②

③
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大画面でのネットワーク全体の監視
サービス > カスタム大画面 > 画面を選択してView
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アラーム一覧

※Cloudnet上では過去30日のアラームが保存されるが

本体のログはリブートで直前のリブートの原因となったログ
が消失してしまう
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Cloudnetアプリ(IOS)
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Cloudnetアプリ(IOS)
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装置がCloudnetにつながらない？

<H3C>dis cloud-management state

Cloud connection state : Unconnected

Device state : Idle

Cloud server address : N/A

Cloud server domain name : cloudnet.h3c.com

Cloud connection mode : Https

Cloud server port : 19443

Connected at : N/A

Duration : 00d 00h 00m 00s

Process state : N/A

Failure reason : DNS parse failed

Last down reason : Configuration changed (Details: N/A)

Last down at : Mon Mar 14 17:37:52 2022

Last report failure reason : N/A

Last report failure at : N/A

Dropped packets after reaching buffer limit : 0

Total dropped packets : 0

Last report incomplete reason : N/A

Last report incomplete at : N/A

Buffer full count : 0

<H3C>display cloud-management state

Cloud connection state : Unconnected

Device state : Idle

Cloud server address : N/A

Cloud server domain name : cloudnet.h3c.com

Cloud connection mode : Https

Cloud server port : 19443

Connected at : N/A

Duration : 00d 00h 00m 00s

Process state : N/A

Failure reason : Processing register response failed

Last down reason : Device or process rebooted (Details: N/A)

Last down at : Mon Mar 14 17:40:33 2022

Last report failure reason : N/A

Last report failure at : N/A

Dropped packets after reaching buffer limit : 0

Total dropped packets : 0

Last report incomplete reason : N/A

Last report incomplete at : N/A

Buffer full count : 0

APをインターネットにつなげる前 APがインターネットにつながった状態
DNSの設定がなされていない状態 しかし、Cloudnetには登録されていない状態
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装置がCloudnetにつながらない？

<CLOUDAP01>display cloud-management state

Cloud connection state : Established

Device state : Request_success

Cloud server address : 52.163.242.100

Cloud server domain name : cloudnet.h3c.com

Cloud connection mode : Https

Cloud server port : 19443

Connected at : Tue Mar 15 08:32:54 2022

Duration : 00d 00h 00m 43s

Process state : Message received

Failure reason : N/A

Last down reason : Device or process rebooted (Details: N/A)

Last down at : Mon Mar 14 17:40:33 2022

Last report failure reason : N/A

Last report failure at : N/A

Dropped packets after reaching buffer limit : 0

Total dropped packets : 0

Last report incomplete reason : N/A

Last report incomplete at : N/A

Buffer full count : 0

APがCloudnetに登録された状態(このようになれば登録が成功しています)

戻る
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日本語マニュアル、FAQなど
98

https://knowledge-jp.h3c.com/TechDoc/index

UIS(仮想化)

(シュミレーター)

(ファイアウォール)

(Cloud管理)

(snmpベースiMC)

https://knowledge-jp.h3c.com/TechDoc/index
https://knowledge-jp.h3c.com/TechDoc/index
https://knowledge-jp.h3c.com/TechDoc/index
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英文マニュアルのダウンロードサイト

http://www.h3c.com/en/Support/Resource_Center/Technical_Documents/

https://www.h3c.com/jp/

① → ②
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製品カテゴリーの選択
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個別製品の選択
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設置、コマンド、コンフィグ、保守マニュアル
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